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Introduction

The global privacy and data protection community continues to look to Europe as its
privacy regulation evolves and matures. Following the passage of the General Data
Protection Regulation (GDPR, or ‘Regulation’) over a year ago, the European Union
underwent a comprehensive transformation resulting in the most robust privacy and data
protection regime in the world — increasingly serving as a reference worldwide. The GDPR
came into being with the promise of unifying the regulatory patchwork landscape of the
EU’s 28 member states. It is, however, still in its infancy, and it is therefore premature

to estimate its overall impact. Nevertheless, we are witnessing a number of significant
developments such as the beginnings of cross-border enforcement.

As the largest data protection and privacy organisation in the world, the International
Association of Privacy Professionals (IAPP), with more than 55,000 members as of this
writing, remains one of the more eminent and trusted market leaders in the provision
of robust tools and information products to help privacy professionals navigate what
may seem at times like stormy seas. With this new edition of the established textbook, I
am confident we have, once again, provided an unimpeachable resource, that will allow
professionals — be they directly active in the data protection profession or not — at every
level to adequately prepare and continually adjust for what the future of the privacy field
may hold.

With Eduardo Ustaran, CIPP/E, at the helm, this team of data protection experts
has compiled a tome that puts the GDPR in context, brings data protection law and
regulation down to the practical level, and goes beyond a simple explanation of the
law. While each organisation will find its own way to operationalise compliance, this
textbook is a foundation upon which everyone can build.

As with any new law, it takes time for the respective authorities and regulators to
provide adequate guidance to organisations with regard to their obligations. This second
edition incorporates some of the guidance that has been forthcoming with the advent
of GDPR, both from the EDPB - the European Data Protection Board — as well as from
the member state authorities.
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We hope, too, that this textbook is just the beginning of your journey through what
the IAPP has to offer. From the publications on IAPP.org to the education available
at our many conferences to the valuable networking and peer-to-peer intelligence-
gathering that can be done at our hundreds of KnowledgeNet meetings around the
globe, there is so much available to you as you build your data protection career. We
hope you take advantage.

Ultimately, each reader of this textbook will take away something different. Each
organisation has its own data protection challenges that are unique to its business plan
or mission. I'm happy to say that we've created something here that is both accessible
and truly useful.

Good luck as you embark upon your data protection work.

Paul Jordan
Managing Director, Europe
International Association of Privacy Professionals



